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1. Purpose 

To ensure that Laurentian University of Sudbury (the “University”) complies with its obligations 
under federal and provincial laws regarding access to information and protection of personal 
information, including the !"##$%&'%(')*(%"&+,-%*'+*$'."%,#/,-%*'%('."-0+/1'2/,'(FIPPA), the 
.#"3%*+4'5#+4,6')*(%"&+,-%*'."%,#/,-%*'2/, (PHIPA), and the .#"3%*+4')*(%"&+,-%*'."%,#/,-%*'
+*$'74#/,"%*-/'8%/9&#*,3'2/,':

https://www.ontario.ca/laws/statute/90f31
https://www.ontario.ca/laws/statute/04p03
https://www.canlii.org/en/ca/laws/stat/sc-2000-c-5/latest/sc-2000-c-5.html?autocompleteStr=personal%20info&autocompletePos=1
https://www.canlii.org/en/ca/laws/stat/sc-2000-c-5/latest/sc-2000-c-5.html?autocompleteStr=personal%20info&autocompletePos=1
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B. 
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i.



 

 4 

 

i. correspondence, a memorandum, a book, a plan, a map, a drawing, a diagram, a pictorial 
or graphic work, a photograph, a film, a microfilm, a sound recording, a videotape, a 
machine readable record, any other documentary material, regardless of physical form or 
characteristics, and any copy thereof; and 

ii. any record that is capable of being produced from a machine readable record under the 
control of the University by means of computer hardware and software or any other 
information storage equipment and technical expertise normally used by the institution. 

“Information and Privacy Coordinator” means the person responsible for the coordination of 
activities related to FIPPA. 

5. Information and Privacy Coordinator  

(a) Under FIPPA, the designated head of the University, the President, has the 
authority and duty to make decisions on FIPPA requests.  

(b) The President has delegated this authority and these duties to the General 
Counsel, who may assign the function of the University’s Information and 
Privacy Coordinator (UIPC) to a member of the Office of the General Counsel. 
The UIPC is responsible for coordinating the University’s activities related to 
FIPPA. The UIPC will be the contact person for all inquiries under FIPPA as 
described in Duties of the Information and Privacy Coodinator. 

(c) The UIPC will document information on all FIPPA requests and complaints 
received, ensure that all requests are processed within established time limits, and 
generate annual statistics for the Information and Privacy Commissioner of 
Ontario, among other assigned duties. 

(d) The UIPC’s contact information is as follows: 

Information and Privacy Coordinator  
935 Ramsey Lake Road 
Sudbury, ON 
P3E 2C6 

Email: Generalcounseloffice@laurentian.ca 

6. Access to Information 

(a) The University routinely provides information to the public through its 
administrative and academic units, its Department of Communications & Public 
Affairs, and its website.  A request for information contained in University 
records can also be made formally. However, it is not necessary to file an official 
request for information that is routinely released to the public. Informal inquiries 

/general-counsel/information-and-privacy-coordinator
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are welcomed and will be dealt with by the appropriate department heads. Faculty 
and staff are encouraged to release general information, respond to routine 
inquiries, and provide copies of records as appropriate while respecting the need 
to protect privacy. 

(b) Formal access requests can be made under FIPPA, which provides every person 
with the right to access a record, in whole or in part, under the custody or control 
of the University, subject to certain statutory exclusions and exemptions. 
Examples of such exclusions and exemptions include, for example: 

▪ Where the record contains the personal information of another individual, 
and that individual’s consent for disclosure has not been provided; 

▪ When the record is subject to solicitor-client privilege; 

▪ Where disclosure of the record could reasonably be expected to interfere 
with a law enforcement matter; and 

▪ Where the record was collected, prepared, maintained or used by or on 
behalf of the University and is about labour relations or employment-
related matters in which the University has an interest. 

(c)  Every person also has the right to access their own personal information that is in 
the custody or control of the University. As with general access requests, the 
extent of the right of access to personal information is subject to exclusions and 
exemptions provided in FIPPA. 

Similar rights of access to records of one’s own personal health information and 
personal information exist under PHIPA and PIPEDA, respectively. 

(d) Formal requests for access to information under FIPPA must be made in writing, 
accompanied by a $5 application fee, and provide enough detail to allow the 
University to identify the records. All requests must also include the following 
contact information: name, address, and daytime telephone number. There is no 
application fee for access requests under PHIPA or PIPEDA. 

(e) For more information and details on the request procedure, please see the 
University’s Procedure for Handling Access to Information and Correction 
Requests. 

(f)  For any questions about this Policy, please contact the UIPC at 
Generalcounseloffice@laurentian.ca.  

 

 

 

/general-counsel/information-and-correction-requests
/general-counsel/information-and-correction-requests
mailto:Generalcounseloffice@laurentian.ca
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7. Correction of Personal Information 

(a) Where an individual believes that there is an error or omission in the personal 
information they have obtained access to, they may request the correction of that 
personal information. 

(b) If the University declines to correct the information as requested, the individual 
has the right to require that a statement of disagreement be attached to the 

/general-counsel/information-and-correction-requests
/general-counsel/information-and-correction-requests
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/general-counsel/notice-of-collection-personal-information
/general-counsel/notice-of-collection-personal-information
/general-counsel/notice-of-collection-personal-health
/general-counsel/notice-of-collection-personal-health


/general-counsel/notice-of-collection-personal-health
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As required by FIPPA, the University maintains an Index of Personal Information Banks 
which outlines all faculties, administrative offices or services that create and maintain 
personal information banks for purposes of carrying out University services or functions.  

11. Records Management  

(a) An individual's personal information will be retained for at least one year after use 
unless the individual to whom the information relates consents to its earlier 
disposal. Thereafter the personal information will be disposed of in accordance 
with the University’s Records Management Policy and related Retention 
Schedules. 

(b) Care will be taken in the disposal or destruction of personal information to 
prevent unauthorized access to the information. 

(c) When records are destroyed or deleted, all reasonable steps will be taken to ensure 
the information cannot be retrieved. 

12. Personal Health Information 

(a) Personal health information collected, used, and disclosed by University health 
information custodians shall be managed in accordance with the requirements of 
PHIPA. 

(b) For more information about how the University handles personal health 
information, please see the University’s Procedure for Handling Personal Health 
Information. 

13. Related Policies, Procedures, and Forms 

LU Electronic Services Acceptable Use 

/assets/files/Policies/Electronic-Services-Acceptable-Use-Policy.pdf
/general-counsel/notice-of-collection-personal-information
/general-counsel/notice-of-collection-personal-health
/general-counsel/information-and-correction-requests
/general-counsel/handling-privacy-complaints
/general-counsel/information-and-privacy-coordinator
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Policy on Access to Electronic General Personal Information 

Policy on Managing Confidential Digital Information  

 


